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Eesti seisukohad Euroopa Komisjoni digivaldkonna lihtsustamise koondpaketi kohta

1. Kiita heaks jargmised justiits- ja digiministri esitatud Eesti seisukohad Euroopa Komisjoni
digivaldkonna lihtsustamise koondpaketi (Omnibus VII) kohta.

1.1. Euroopa digivaldkonna lihtsustamise koondpakettide iildised pohimotted

1.1.1. Eesti toetab Euroopa digivaldkonna lihtsustamise koondpakettide raames ELi
andmediguse reeglistiku lihtsustamist, et vihendada ettevdtjate ebavajalikku halduskoormust
ja avaliku sektori tookoormust ning voimaldada andmeid turvaliselt jagada.

1.1.2. Eesti peab oluliseks, et isikuandmete kaitse regulatsiooni muudatused ei too kaasa
tehisaru kasutusele vOtmise ja treenimise senisest keerukamaks muutmist (nditeks peab ka
avalik sektor saama vajadusel tehisaru lahendusi treenida) ega muuda EL pohidiguste hartas
sitestatud pohidiguste olemust. Oigusaktide muudatustega peavad komisjonilt kaasnema
pohjalikud mdjuanaliiisid.

1.1.3. Eesti leiab, et Euroopa digivaldkonna lihtsustamise koondpakettide menetlemisel tuleb
arvestada, et késitletavad teemad on sisulised, erineva ajakriitilisuse ja mojuga ning omavahel
seotud. Seetdttu tuleb esmajérjekorras lahendada kdige ajakriitilisemad kiisimused, millel on
vahetu mdju diguskindlusele ja regulatsiooni digeaegsele rakendamisele, eelkdige suure riskiga
tehisintellekti médruse rakendumistihtaja sétete kehtima hakkamise edasi litkkamine.

1.1.4. Eesti peab oluliseks, et kdigi Euroopa digivaldkonna lihtsustamise koondpakettide
raames tehtavate muudatuste puhul arvestatakse ldbivalt kiiberturvalisuse nduetega ning need
muudatused ei vihendaks kiiberturvalisuse taset.

1.2. Uldises digikoondpaketis vilja toodud andmediguse muudatused

1.2.1. Eesti toetab iihtse ELi andmemééruse loomist, mis koondab siisteemselt ja terminoloogiat
ithtlustades avaandmete direktiivi, andmehaldusmééruse ning mitteisikustatud andmete vaba
litkumise normid.

1.2.2. Eesti peab vajalikuks Euroopa Liidu tasemel viértuslike andmestike kategooriate
laiendamist, samas leiab Eesti, et avalikustada ei tohi andmestikke, mis seavad ohtu riigi sise-
ja vilisjulgeoleku. Tidiendavate véirtuslike andmestike kategooria kehtestamisel tuleb
arvestada mojuga viiksematele litkmesriikidele.

1.2.3. Eesti leiab, et iildise digikoondpaketi ettepaneku tulemusena peab olema uues
andmemadiruses selgelt reguleeritud, millistel tingimustel vd&ivad isikuandmed olla



avaandmeteks. Isikuandmete avaldamine voib avaandmetena olla lubatud, kui andmesubjekt
on selleks andnud oma ndusoleku voi digusega on ette ndhtud andmete avalikustamine.

1.2.4. Eesti toetab privaatsustehnoloogiate laialdasemat kasutamist erinevate andmete kaitseks,
sealhulgas tuleb anda Komisjoni juhised selliste tehnoloogiate kasutamise vdimaluste ja
kriteeriumite kohta. Eesti ei nde vajadust privaatsustehnoloogiate kasutusvoimaluste juhised
anda EL digusaktiga.

1.2.5. Eesti toetab ettepanekut kaotada ndue andmevahendusteenuste teavitamiseks ning
leevendada andmevahendusteenusele kohalduvaid noudeid tdiendavate lisateenuste osutamise
lubamisega.

1.2.6. Eesti toetab ettepanekut muuta ELi andmemaéérust nii, et avalikul sektoril on digus saada
erasektorilt hddaolukorras andmeid, kuid peab oluliseks, et selle sdtte rakendamisel
arvestatakse inimeste pohidigustega ning liikmesriikides kohaldatakse seda iihtsetel alustel.
Andmete edastamisel tuleb eelistada isikustamata andmete edastamist voi kui see pole
voimalik, siis tuleb kaaluda sobivate privaatsuskaitsetehnoloogiate kasutamist.

1.2.7. Eesti toetab ettepanekuid FEuroopa Andmeinnovatsioonindukogu mandaadi
laiendamiseks, tugevdades ndukogu rolli andmepoliitika ja -korralduse, piiriiilese
andmevahetuse ja liiduiilese tehnilise koost66 koordineerimisel.

1.2.8. Eesti toetab ettepanekut tunnistada kehtetuks veebipohiste vahendusteenuste méirus
(EL) 2019/1150. Oigusselguse tagamise eesmirgil toetame seda, et selle méiiruse teatud
(digikoondpaketis viljatoodud) sitted kehtivad kuni neile viitavate EL digusaktide muutmiseni,
seda tdhtajaga hiljemalt 31. detsember 2032.

1.3. Uldises digikoondpaketis viljatoodud iihtse teavitusakna ettepaneku ja muud
kiibervaldkonna seisukohad

1.3.1. Eesti toetab ettepanekut luua kiiberintsidentide, isikuandmetega seotud rikkumiste kui ka
muude samalaadsete juhtumite raporteerimiseks iihtne teavitusaken. Uhtse teavitusakna
loomisel on oluline tagada, et intsidentidest raporteerimine on turvaline, juurdepéisetav vaid
vajalikele osapooltele, ei tosta liikmesriikide kulusid ja kasutab é&dra olemasolevaid
litkmesriikide lahendusi ning praktikaid. Uhtse akna loomine peab vihendama ka ettevotjate
halduskoormust ja kulu Euroopa Liidu eelarvele. Ennekdike tuleb lisaks teavituste sisu
ithtlustamisele digikoondpaketi raames iihtlustada ka erinevates digusaktides olevate teavituste
esitamise tdhtaegu.

1.3.2. Eesti teeb ettepaneku, et lihtse teavitusaknaga seonduvalt iihtlustatakse kiiberintsidentide
taksonoomiat, lisades vastava iilesande ELi ameti ENISA pdhitilesannete hulka. Eesti leiab, et
ENISA koostatud kiiberintsidentide taksonoomia kasutamine peab olema kohustuslik liidu-
tileselt.

1.3.3. Eesti toetab seda, et kiiberintsidentidest teavitamise iihtse teavitusakna loomine,
arendamine ja haldamine muutub ELi ameti ENISA {iheks pohiiilesandeks. Eesti teeb
ettepaneku majutada {ihtne teavitusaken ELi ameti eu-LISA juures Eesti peakontori
infrastruktuuris, lisades vastava iilesande eu-LISA pohitilesannete hulka.

1.3.4. Eesti teeb ettepaneku finantssektori digitaalset tegevuskerksust sdtestavat méérust ehk
DORA miirust ja vajadusel ka NIS2 direktiivi lihtsustada nii, et DORA miéruse



kohaldamisalas olevad finantssektori ettevotjad ei tohi ndouda DORA maédruse turvalisuse
nduetele vastavust kolmandast isikust IK T-teenuste osutajatelt, kes vastavad NIS2 direktiivis ja
selle alusel kehtestatud nduetele.

1.4. Uldises digikoondpaketis viljatoodud isikuandmete kaitse iildmiiruse muutmise
seisukohad

1.4.1. Eesti ei toeta ettepanekut reguleerida isikuandmete kaitse tildmééruses tehisaru kui iihte
tehnoloogilist lahendust. Eesti on seisukohal, et sdilima peab IKUM-i tehnoloogianeutraalsuse
pohimdte. Samas ei tohi digikoondpaketi muudatused kaasa tuua tehisaru kasutusele votmise
ja treenimise senisest keerukamaks muutmist. Tehnoloogiaarenduseks isikuandmete t66tlemine
peab olema vdimalik k&igil IKUM-i andmetddtluse diguslikel alustel. Eesti toetab, et
tehnoloogia arendamiseks, mis on hdlmatud teadusuuringu mdistega, peab asjakohaste
kaitsemeetmete rakendamisel olema lubatud to6delda ka eriliiki isikuandmeid. Eesti leiab, et
diguskindluse suurendamiseks tuleb IKUM-is tdpsustada laiemalt teadusuuringuga (sh
tehnoloogiaarendusega) seonduvaid kaitsemeetmeid, mis omakorda ei tohi olla andmetodtlust
liiga piiravad. Tehnoloogia arendamine ja kditamine on erinevad to6tlemistoimingud ja vajavad
Eesti hinnangul eraldiseisvat andmetodtluse diguslikku alust.

1.4.2. Eesti toetab teadusuuringute mdiste avamist IKUM-is, kuna see suurendab digusselgust.
Teadusuuringute modiste peab holmama ka tehnoloogia, sealhulgas tehisintellekti, arendamist.
Isikuandmete mdiste sisustamine IKUM-is peab olema kooskdlas Euroopa Kohtu antud
tolgendusega ja pohiteksti tdiendamisele tuleb eelistada méiédruse pohjenduspunktidesse
selgituste lisamist. IKUM-i muutmise kiigus tuleb viltida uute médratlemata digusmdistete
kasutuselevottu. Mdistete muutmisel IKUM-s tuleb vastavad muudatused teha ka
Oiguskaitseasutuste andmekaitsedirektiivis. Erinevate isikuandmete kaitset reguleerivate
Euroopa Liidu digusaktide muudatuste kohaldamisaeg peab olema tihtlustatud.

1.4.3. Eesti toetab ettepanekut kehtiva oiguse tdpsustamiseks, mille kohaselt loetakse
isikuandmete edasist to6tlemist teadus- voi ajaloouuringute, statistilisel vo1 avalikes huvides
toimuva arhiveerimise eesmérgil kooskdlas olevaks tootluse algsete eesmérkidega.
Andmetdotluse eesmérkide kooskdla ei loo Eesti hinnangul iseseisvat oOiguslikku alust
andmetootluseks, sh ei anna digust tdiendavaks andmehdiveks ja seda tuleks vastavalt mééruse
muutmisel pdhjenduspunktis kdsitleda.

1.4.4. Eesti toetab biomeetriliste andmete kasutamise lubamist isikusamasuse kinnitamiseks.
Samas on Eesti seisukohal, et ettepanekus toodud tingimus, et andmed voi kontrollivahendid
peavad olema ainult andmesubjekti kontrolli all, ei ole praktiliselt teostatav. Eesti leiab, et ndue
tuleks sOnastada nii, et see oleks seotud isiku poolt protsessi algatamise v31 konkreetse teenuse
taotlemisega.

1.4.5. Eesti on seisukohal, et automatiseeritud tootlusel, sh profiilianaliiiisil pdhinevate otsuste
regulatsioon IKUM-is peab olema selgelt sonastatud andmesubjekti digusena.
Automatiseeritud to6tlusel pohinevaid, andmesubjektile diguslikke tagajdrgi kaasa toovaid voi
talle mérkimisvéaarset moju avaldavaid, otsuseid tohib teha {iksnes piiritletud juhtudel ning
vastutav todtleja peab sellise andmetootluse suhtes rakendama tdiendavaid kaitsemeetmeid, sh
peab andmesubjektil sdilima digus isiklikule kontaktile, et vdljendada oma seisukohta ja otsust
vaidlustada.

1.4.6. Eesti ei toeta ettepanekut piirata andmesubjekti digusi selliselt, et digus oma andmetega
tutvuda oleks andmesubjektil liksnes andmekaitselistel eesmidrkidel. Andmetega tutvumise
oigus peab olema andmesubjektil ka muul juhul kui {iksnes andmekaitsega seonduvalt.



1.4.7. Eesti on seisukohal, et Euroopa Andmekaitsendukogul tuleb anda tépsustavad juhised
isikuandmete kaitse alastest rikkumistest teavitamise kohta, eelkdige mida peetakse alusetuks
vitvituseks ja korgeks ohuks. Eesti ei toeta rikkumistest teavitamise ldvendi tdstmist korge
ohuga intsidentideni, vaid soovib, et teavitamise ldvend on seotud ohtudega, mida ei saa pidada
véikeseks.

1.4.8. Eesti leiab, et ettepanekuga tuleb sidilitada Euroopa Andmekaitsendukogu senised
padevused ja nende arvelt ei ole asjakohane suurendada Euroopa Komisjoni padevusi. Eesti on
seisukohal, et ka edaspidi peab Euroopa Andmekaitsendukogu andma iihtseid juhiseid IKUM-
1 tolgendamisega seotud kiisimustes.

1.4.9. Eesti toetab ettepanekut lihtsustada ndudeid seoses isikuandmete salvestamisega
10ppseadmes (nn kiipsised), kuna see leevendab ndusoleku viasimust. Eesti peab oluliseks, et
kiipsiste puhul oleks ajaline kehtivus méératud nii keeldumisele kui ka ndusoleku andmisele.
Juhul kui isik on andnud ndusoleku 10ppseadmes isikuandmete salvestamisele, peaks Eesti
hinnangul ka sellisel juhul teatud ajaperioodi tagant temalt {ile kiisima, kas ta jatkuvalt on ndus
tema poolt eelnevalt andmetdotluseks antud ndusolekuga.

1.4.10. Eesti teeb ettepaneku, et liikmesriigi andmekaitse jirelevalveasutustel peab olema
vOimalus jétta kaebused 14bi vaatamata, kui need ei ole andmekaitse normide tditmise tagamise
seisukohalt prioriteetsed.

1.5. Tehisaru regulatsioon koondpaketis viljatoodud EL tehisintellekti masiruse muutmise
seisukohad

1.5.1. Eesti toetab tehisintellekti médruse muutmist eesmérgiga anda iildotstarbeliste
tehisintellektimudelite ja vdga suurtel digiplatvormidel voi otsingumootorites rakendatavate
tehisintellekti slisteemide jarelevalve lilesanne Euroopa tehisintellekti ametile, kuid selline Al
ameti jarelevalve peab olema piiriiileste ja siisteemsete riski aspektide osas, milles liikmesriigi
padevusest ja voimekusest iiksi ei piisa. Tehisintellekti ameti jdrelevalve pddevus ei tohi
dubleerida siseriiklikku jarelevalve padevust ega takistada siseriiklikku jarelevalvet, kus riigil
on suverddansus, padevus ja moistlik voimalus jirelevalvet ise teostada. Lisaks on oluline viga
suurte digiplatvormide vOi otsingumootorite pakkujate jirelevalve nouete iihtlustamine
erinevate Euroopa Liidu digusaktide vahel, tagamaks neile tihtne Euroopa jérelevalveraamistik.

1.5.2. Eesti toetab tehisintellekti midruses vidikese ja keskmise suurusega ettevotetele
ettendhtud lihtsustusmeetmete laiendamist véikese ja keskmise turukapitalisatsiooniga
ettevotetele, et vihendada nende halduskoormust ja toetada konkurentsivoimet.

1.5.3. Eesti toetab tehisintellekti miédrusega korge riskiga Al siisteemide pakkujatele
kehtestatud nouete edasililkkamist, et anda Euroopa Komisjonile tdiendavat aega standardite ja
juhiste véljatootamiseks. Lisaks peab avalikule ja erasektorile jd&dma piisav aeg, et oma
tegevused loodud standardite ja juhistega kooskdlla viia. Nouete kohaldumise tdhtaja
prognoositavuse eesmargil tuleb paindlike tidhtaegade asemel kehtestada kindlad
rakendustéhtajad.

1.5.4. Eesti on teatud tingimustel valmis toetama ettepanekut, mis voimaldaks isikuandmeid
toodelda tehisaru kallutatuse avastamiseks ja korvaldamiseks. Sellisel to6tlusel peavad olema
rakendatud piisavad privaatsuskaitse meetmed, vajadus eriliigiliste andmete t66tluseks peab
olema pohjendatud ega tohi olla vaikimisi lubatud eelduseks. Taolist uut sitet Al méaruses ei
tohi lugeda eraldiseisvaks andmetdotluse diguslikuks aluseks.



1.5.5. Eesti peab oluliseks tehisaru regulatiivsetes testkeskkondades ja reaalsetes tingimustes
testimise voimalusi, kuid Euroopa Liidu tasandil ei tohi regulatsioone kinni kirjutada, takistada
innovatsiooni ega ohtu seada pohidiguste kaitset. Eesti toetab Al ameti juurde regulatiivse
testkeskkonna loomist, kui see loob lisandvéirtust siseriiklike testkeskkondade ees, niiteks
toetab piiriiileste siisteemide testimist ja ei dubleeri riigisiseseid testkeskkondasid.

1.5.6. Eesti toetab ettepanekut muuta tehisintellekti madruses pohidigusi kaitsvate asutuste
volitusi viisil, mis suunab pohidigusi kaitsvaid asutusi ja turujirelevalveasutusi koostodle ning
véldib jarelevalvatavatel korduvat dokumentide esitamist, kuid ei piira pohidigusi kaitsvate
asutuste padevust teha jarelevalvetoiminguid.

1.5.7. Eesti peab oluliseks digi- ja tehisaru oskuste arendamist, mis toetab nii innovatsiooni,
konkurentsivoimet kui ka kaasavat osalemist tehisarupohises digipdordes. Selliste oskuste
arendamine peab toimuma erinevate osapoolte, sealhulgas tehisaru juurutajate ja pakkujate ning
avaliku sektori koostd0s.

2. Eesti esindajatel Euroopa Liidu Noukogu erinevatel tasanditel viljendada {ilaltoodud
seisukohti.

3. Riigikantseleil esitada punktis 1 nimetatud eelndu ja seisukohad Riigikogu juhatusele ja
teha seisukohad teatavaks Eestis valitud Euroopa Parlamendi liikmetele ning Eestist
nimetatud Majandus- ja Sotsiaalkomitee ja Regioonide Komitee liikkmetele.

Kristen Michael Keit Kasemets
peaminister riigisekretar
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